
INTERNATIONAL JOURNAL OF MULTIDISCIPLINARY: APPLIED 
BUSINESS AND EDUCATION RESEARCH 
2025, Vol. 6, No. 4, 1978 – 2002 
http://dx.doi.org/10.11594/ijmaber.06.04.28 
 

 

 

How to cite: 

Sangil, L. E. & Lecodine, J. A. V. (2025). Assessing the Operational Effectiveness of the Intelligence Cycle Within the Philip-

pine Army Towards Insurgency. International Journal of Multidisciplinary: Applied Business and Education Research. 6(4), 

1978 – 2002. doi: 10.11594/ijmaber.06.04.28 

Research Article  
 

 
Assessing the Operational Effectiveness of the Intelligence Cycle Within the 
Philippine Army Towards Insurgency 
 
Lester E. Sangil1*, Jay-Ar V. Lecodine2 

 
1Chief Clerk, 7th Infantry (KAUGNAY) Division, Philippine Army, 3100, Philippines 
2Faculty College of Criminal Justice Education, Wesleyan University-Philippines 
 
 

Article history: 

Submission 03 March 2025 

Revised 31 March 2025 

Accepted 23 April 2025 

 

 

ABSTRACT 

 

This study aimed to evaluate the effectiveness of the intelligence cycle 

within the Philippine Army and identify associated risks and flaws. 

Specifically, it sought to determine the components of the intelligence 

cycle used by the Philippine Army such planning and programming, 

execution, and review and assessment. Moreover, it also determined 

the extent of effectiveness of these intelligence cycle components, the 

weaknesses and operational risks are associated with the current In-

telligence Cycle Process, potentially compromising its effectiveness in 

gathering accurate and timely intelligence, and strategies and 

measures can be proposed to enhance the effectiveness and resilience 

of the Intelligence Cycle. It employed descriptive research design and 

employ survey questionnaires with a 5-point Likert scale. The study 

was conducted in the Area of responsibility of 7th Infantry Division, 

randomly selected 80 intelligence personnel from various ranks and 

roles. Data collection was methodical, ensuring validity and reliability 

through expert validation and pilot testing. In addition, it employed 

descriptive statistics and run through SPSS. The findings revealed that 

the Philippine Army strongly integrates intelligence findings into its 

planning, execution, and assessment phases, with high levels of agree-

ment found in areas such as intelligence-driven mission planning 

(mean = 3.90), monitoring and adjusting operations based on real-

time intelligence (mean = 3.99), and systematic review processes for 

intelligence operations (mean = 3.91), highlighting the Army's robust 

application of the intelligence cycle. The intelligence cycle compo-

nents were rated as very effective in all phases, with planning (mean 

= 3.97), execution (mean = 3.97), and review and assessment (mean = 

3.97) all receiving high ratings. These findings demonstrate that intel-

ligence-driven planning and operations significantly enhance opera-

tional goals and mission success. However, weaknesses were identi-

fied, including a lack of specialized personnel (mean = 3.84), incon-

sistent intelligence analysis methodologies (mean = 3.08), and weak 

*Corresponding author: 

E-mail:    

jubilajubilojubilum95@gmail.com  

 

 

  

 

 

  

 

   

 

 

  

 

 

 

 

mailto:jubilajubilojubilum95@gmail.com


Sangil & Lecodine, 2025 / Assessing the Operational Effectiveness of the Intelligence Cycle Within the Philippine Army Towards Insurgency 

 

 
IJMABER  1979 Volume 6 | Number 4 | April | 2025 

 

inter-unit intelligence sharing (mean = 3.09). Operational risks such 

as limited funding (mean = 3.90), logistical constraints (mean = 3.38), 

and poor coordination with other agencies (mean = 3.78) were also 

noted, which compromise the cycle's effectiveness. To address these 

challenges, strategies such as modernizing training, improving re-

source mobilization, and establishing a feedback mechanism for 

knowledge sharing were proposed. These measures aim to improve 

the intelligence cycle's effectiveness, with expected outcomes includ-

ing better readiness through specialized training, improved mission 

success via coordinated deployment, and enhanced resource availa-

bility through partnerships. The research found that the Philippine 

Army effectively incorporates intelligence into planning and execu-

tion, improving unit readiness, flexibility, and mission performance. 

The intelligence loop improves planning, resource allocation, and op-

erational execution, and real-time updates help units exploit threats 

and opportunities. The cycle's precision and reactivity are limited by 

resource constraints such inadequate workers, equipment, and funds. 

To improve the intelligence cycle's efficacy and resilience, invest in 

training, tools, infrastructure, feedback loops, and coordination. 

 

Keywords: Intelligence Cycle, Philippine Army, Insurgency, Philippines, 

Operational Effectiveness 

 

Background 
Civilian oversight is essential for intelli-

gence agencies in democratic regimes. This 
arises from the need for democratic openness 
and the secretive nature of intelligence work. 
Born and Leigh (2018) emphasize parliamen-
tary supervision to balance intelligence opera-
tions' efficacy and democratic accountability, 
advocating for strong legislation to ensure in-
telligence services operate within legal bound-
aries. 

Moreover, Southeast Asian advocates for 
intelligence transparency propose legislative 
measures to enhance transparency, arguing 
that openness improves democratic supervi-
sion and boosts intelligence agency credibility 
by building public confidence (Cruz & Magno, 
2018). Conversely, Joya and Mendoza (2018) 
found that secrecy negatively impacts democ-
racy in the Philippines, undermining public 
trust and civilian oversight, recommending a 
robust freedom of information framework. 

The 21st-century battlefield demands a dy-
namic and efficient intelligence apparatus for 
military success. In the Philippine context, the 
Army (PA) faces internal security issues and 

territorial disputes, making a strong intelli-
gence cycle vital (Cabrera, 2018). 

Despite its importance, the PA's intelli-
gence cycle's operational efficacy requires fur-
ther research. Prior studies have focused on na-
tional security or intelligence gathering 
(Cabrera, 2018; Fastabend, 2017), with few ex-
amining the PA's intelligence cycle's efficiency. 

Furthermore, Earley (2017) highlights the 
need for adequate training, resource allocation, 
and technology at each cycle phase. These ele-
ments are crucial for effective intelligence. In-
adequate resources and training can hinder 
data collection and analysis. Furthermore, 
Smith and Jones (2020) recommend streamlin-
ing processes and enhancing inter-agency com-
munication to reduce inefficiencies. Martinez 
(2020) advises using analytical tools and train-
ing to detect false data, enhancing digital intel-
ligence. 

Previous research highlights significant 
shortcomings in the PA's intelligence cycle. Bu-
reaucratic inefficiencies and inter-agency ri-
valry impede decision-making and information 
flow (Stachel, 2016; Earley, 2017). The digital 
age increases vulnerability to misinformation 
(Grauer, 2017). Lajeunesse (2018) suggests 



Sangil & Lecodine, 2025 / Assessing the Operational Effectiveness of the Intelligence Cycle Within the Philippine Army Towards Insurgency 

 

    
 IJMABER 1980 Volume 6 | Number 4 | April | 2025 

 

methods for source verification. Cabrera's 
(2020) Marawi siege report offers a framework 
to address these weaknesses. 

Given shifting security risks, an agile intelli-
gence cycle is necessary. This study analyzes 
the PA's current system to identify improve-
ment areas, enhancing decision-making, opera-
tional efficiency, and national security. Internal 
security threats from insurgent groups and ter-
ritorial disputes require a robust intelligence 
cycle. Understanding the PA's strengths and 
weaknesses will help address these challenges. 

Hence, this study assessed the operational 
effectiveness of the intelligence cycle within 
the Philippine Army's operations. It also identi-
fied risks and flaws associated in the current 
process. 

 
Literature Review 
Intelligence Cycle 

Hatlebrekke (2021) provides a definition of 
intelligence as the covert production of 
knowledge that is beyond the boundaries of 
logical thinking. This wisdom reduces uncer-
tainty in estimations and so creates political, 
strategic, and operational advantages over op-
ponents. In addition, it underscores that intelli-
gence can only address the issue of induction to 
a limited extent. It can only mitigate the issue 
by reducing the uncertainty of uncertain esti-
mations, hence lowering the amount of uncer-
tainty. A common practice in intelligence is to 
oversee issues pertaining to the security of the 
state. One of the crucial responsibilities is to 
promptly inform important civilian, military, 
and political leaders about possible dangers, 
such as terrorism, cyberattacks, or the military 
capabilities of other nations (Stenslie et al., 
2021). 

Information and data on prospective 
threats are vital to intelligence. Risk and intelli-
gence are clearly linked. Making predictions 
about an uncertain future is intelligence work. 
The goal is to direct future crime prevention 
measures. It uses incomplete current situation 
representations. Systematic management, dis-
semination, collection, and analysis of possible 
hazard data is another kind of intelligence. The 
thesis uses the same word for intelligence 
(Ylönen & Aven, 2023). 

 

Components of Intelligence Cycle 
Effective intelligence work necessitates the 

establishment of robust procedures. Prior to 
implementing the routines in a cycle, it is nec-
essary to do a meticulous evaluation of the in-
formation requirements (Kristoffersen & 
Hatlebrekke, 2022). Irrespective of the specific 
domain of intelligence, every process always 
starts with the presence of at least one unre-
solved matter or unanswered query (Garner & 
McGlynn, 2018). According to Garner and 
McGlynn (2018), these challenges or questions 
are considered to be a need for measuring in-
telligence.  

The activities that follow the intelligence 
need may be organized into a sequential pro-
cess of obtaining, analyzing, and disseminating 
information. Intelligence work encompasses 
several aspects, and this process might poten-
tially be expanded in the future (Kristoffersen 
& Hatlebrekke, 2022). In the field of intelli-
gence, there exists a recognized cycle that is 
used for this specific aim. The process de-
scribed is known as the intelligence cycle, 
which aims to convert information into intelli-
gence and differentiate between several func-
tional components, such as analysis and collect-
ing (Grana & Windell, 2021; Stenslie et al., 
2021). The intelligence cycle is a well-estab-
lished structure that has undergone evolution 
and manifests in many ways depending on the 
user.  

 
Planning and Programming 

The process entails recognizing the need 
for intelligence and strategizing (Grana & Win-
dell, 2021). The intelligence agency receives a 
request that requires gathering information 
and assists in determining how the outcome 
will be explained by prioritizing different intel-
ligence requirements. Collecting and manufac-
turing tactics are also improving (Stenslie et al., 
2021). 

 
Execution 

Data and issue information are collected in 
this stage (Stenslie et al., 2021; Grana & Win-
dell, 2021). The analyst must comprehend why 
the work requires particular intelligence infor-
mation and the precise queries being made to 
satisfy collection needs (Grana & Windell, 
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2021). All data and preceding data must be col-
lected. Reviewing a broad array of reviews and 
data, including historical and present data, for 
relevance, significance, and accuracy is crucial 
(Grana & Windell, 2021). 

Data from the collection into organized and 
usable formats for analysis. Data is condensed, 
structured, and analyzed for outputs. This in-
volves turning data into actionable insights 
that can be shared. Some intelligence cycles in-
clude a step called 'Analysis' for information 
analysis. To simplify analysis, cases are 
grouped by relevance and significance (Grana 
& Windell, 2021, Stenslie et al., 2021). 

   
Review and Assessment 

The intelligence cycle is the methodical pro-
cess of turning raw data and information into 
useful intelligence for an organization or na-
tion. The intelligence cycle gathers and ana-
lyzes information on possible threats to an or-
ganization to determine their likelihood. The 
intelligence cycle involves collecting, pro-
cessing, and using information to reduce risk.  

Data were collected via humans, communi-
cations, images, and open-source intelligence. 
The planning and guiding process establishes 
intelligence collecting requirements. Data must 
be processed for accuracy, relevance, and relia-
bility. Data is organized, translated, and format-
ted for analysis at this step. Analyzing pro-
cessed data estimates intelligence. Analysts' 
trends, pattern, and hazard analysis helps deci-
sion-makers. The intelligence loop ends with 
military commanders and policymakers ob-
taining intelligence products. For decision-
making, information should be timely and un-
ambiguous (Sutea, 2019). Feedback, albeit not 
a phase, is crucial to the intelligence cycle. As-
sessing intelligence operations and using les-
sons learned improves future operations. 

 
Effectiveness of Intelligence Cycle 

National security and military activities de-
pend on the Philippine Army's Intelligence Cy-
cle. The Philippine Army collects, analyzes, and 
shares data via the Information Cycle (Arcala 
Hall, 2016). With informed decisions, senior 
leaders, combatant and joint force command-
ers, planners, and ground operators can win 
missions, engagements, and battles. AI Cycle 

predicts and prevents. Innovative technology 
lets the Philippine Army gather information 
quicker, better, and more effectively. Philippine 
Army Intelligence Cycle is discretely managed 
by Intelligence Community. The information 
Community must collaborate, expand access to 
timely information, reduce turf disputes and 
stove pipes, and partner with government, cor-
porations, and local communities to achieve 
this goal. Situational awareness, skills, and na-
tional security may improve with IC.  

Studies in select Panay islands show that 
the Philippine Army's Intelligence Cycle is ham-
pered by restricted unconventional operations 
and uneven civilian pathways for project idea-
tion, planning, and implementation (Arcala 
Hall, 2016). Philippine Army's Intelligence Cy-
cle must strengthen national security and mili-
tary operations. The Philippine Army's intelli-
gence services must adapt to new technologies 
to tackle challenging challenges and stay ahead 
of threats in today's security environment. 

 
Philippine National Army 

The Philippine National Army (PNA) plays 
a crucial role in the country's security and in-
telligence system, dealing with many intricate 
difficulties and dangers. The Philippine Na-
tional Army (PNA), which is entrusted with 
counterinsurgency operations, combats com-
munist and Islamist factions, among others, 
that have historically presented substantial 
threats to internal security (Philippine Daily In-
quirer, 2021). Moreover, the PNA plays a cru-
cial role in protecting the country's borders and 
dealing with the intricate challenges of mari-
time security, as well as transnational menaces 
including piracy, smuggling, and terrorism 
(Asia Maritime Transparency Initiative, 2021). 
Due to the Philippines' vulnerability to natural 
calamities, the Philippine News Agency (PNA) 
takes the lead in responding to and providing 
help during such catastrophes. The PNA dis-
patches workers to impacted regions to pro-
vide aid, ensure order, and support rehabilita-
tion efforts (Philippine Information Agency, 
2021). 

The Philippine National Army also gathers 
intelligence from numerous sources for threat 
assessment and operations planning. Human, 
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communications, images, and open-source in-
telligence are included. The PNA works with 
other security agencies to stop extremist activ-
ities, destroy terrorist networks, and prevent 
attacks, highlighting its vital role in national se-
curity (CNN Philippines, 2021). In emergencies, 
the PNA assists civil authorities with law en-
forcement, infrastructure protection, and pub-
lic safety (Philippine News Agency, 2021). 

Several memoranda and executive orders 
have been imposed in recent years that support 
the backbone of the Philippine Army's strategy 
and operations against insurgency, integrating 
military efforts with broader socio-economic 
and political initiatives to achieve sustainable 
peace and security. The Executive Order No. 70 
(2018) also known as the Whole of Nation Ap-
proach to End Local Communism which institu-
tionalizes the "Whole-of-Nation Approach" in 
ending local communist armed conflict. It cre-
ates the National Task Force to End Local Com-
munist Armed Conflict (NTF-ELCAC). This ap-
proach aims to address the root causes of insur-
gency through a synchronized and integrated 
delivery of basic services and social develop-
ment packages by the government. As assessed 
by Sumad-on (2021), The Philippine National 
Police, Armed Forces of the Philippines, and lo-
cal government units have sustained their col-
laboration and efforts to combat terrorism by 
launching campaigns aimed at defeating all 
threat groups and criminal elements. They also 
maintain coordination with other law enforce-
ment agencies to suppress terrorist groups. Ad-
ditionally, community involvement, driven by 
the Barangay Local Government unit, plays a 
significant role in implementing Executive Or-
der No. 70. They encourage residents to report 
any incidents related to NPA recruitment, oper-
ations, or propaganda to the nearest PNP or 
AFP station. While the overall results are posi-
tive, improvements are needed. The military 
should meet at least quarterly to ensure the on-
going delivery of services and the integration of 
policies, programs, projects, and activities into 
local plans based on the solutions identified by 
affected community members through the Ba-
rangay Local Government Unit. 

Terrorism has been a significant threat in 
the Philippines for decades, with various 
groups perpetrating attacks across the country. 

Since the late 1960s, the Communist Party of 
the Philippines/New People's Army 
(CPP/NPA) has been a persistent threat. The 
early 2000s saw the Abu Sayyaf Group (ASG) 
prompting an all-out war declaration by then-
President Joseph Estrada. The Moro National 
Liberation Front (MNLF) engaged in a brutal 
three-week siege in Zamboanga in 2013 due to 
perceived failures in a peace agreement. The 
May 2017 Marawi Siege was initiated by Jemaa 
Islamiyah and the Maute Group, both linked to 
ISIS. These attacks have heavily impacted civil-
ians, causing loss of lives and extensive prop-
erty damage. Terrorism continues to pose a se-
vere threat, with recent incidents such as the 
CPP/NPA attack on aid distribution troops in 
April 2021 and the twin bombing in Jolo City in 
August 2020. The Philippines' main counterter-
rorism laws were previously the Human Secu-
rity Act of 2007 and the Terrorism Financing 
Prevention and Suppression Act of 2012. Due 
to ongoing attacks, the Anti-Terrorism Act of 
2020 was quickly enacted, replacing the Hu-
man Security Act (Gonzales, 2020). 

 
Challenges and Risks 

The origins of the intelligence cycle may be 
attributed to the growth of intelligence systems 
during the Second World War. It has since been 
a fundamental component of worldwide train-
ing programs. Nevertheless, this situation has 
presented substantial difficulties for intelli-
gence experts and personnel as they go from 
training to essential operations. Frequently, the 
real-life situations people face do not corre-
spond with their predicted expectations. While 
it is acknowledged that the intelligence process 
may not always function as a cycle in reality, 
the intelligence cycle remains the prevailing 
paradigm for describing the intelligence pro-
cess (Moen, 2020). 

Due to the advent of quickly developing 
threats, it is frequently necessary to parallelize 
the typical linear sequence of collecting and 
processing procedures.  

Intelligence work is conducted concur-
rently with increased adaptability and the ca-
pacity to bypass stages as needed in order to ef-
fectively address new risks (Stenslie et al., 
2021). Put simply, the intelligence cycle no 
longer accurately represents the current state 
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of intelligence activity. Since the inception of in-
telligence and the subsequent evolution of the 
intelligence cycle, there have been develop-
ments and modifications that might potentially 
complicate the use of the conventional intelli-
gence cycle. 

Any examination of intelligence disasters 
reveals the same old problems coming round 
again and again. It is easy to see the main prob-
lems of intelligence; they tend, hardly unsur-
prisingly, to follow the intelligence cycle. More 
depressing is that many of the problems of in-
competence did not come from the bowels of 
the intelligence organizations, but from the us-
ers (Hughes-Wilson, 2023). 

 
Theoretical Framework 

This study was anchored on Systems The-
ory by Lee A. Wilkinson (2011). Systems theory 
offers a strong framework for thoroughly eval-
uating the operational efficiency of the intelli-
gence cycle in the Philippine Army. The intelli-
gence cycle is a dynamic system of related acts, 
argues theory. Planning, collecting, processing, 
and sharing. This strategy improves situational 
awareness and decision-making. The intelli-
gence cycle's numerous linkages and interde-
pendencies must be coordinated and inte-
grated to optimize outcomes. Systems theory 
may study how intelligence cycle phase varia-
tions affect system efficiency. Poor planning 
may affect collection resource allocation. 
Timely and accurate data processing and ex-
change will be affected. For continual evalua-
tion and growth, systems theory promotes in-
telligence cycle feedback. The Philippine 
Army's intelligence system may become more 
resilient and flexible via feedback loop analysis. 
The intelligence loop and operational efficiency 
are explained by systems theory.  

This enhances military intelligence and de-
cision-making (Wilkinson, 2011). In this era of 
fast technological innovation and evolving se-
curity challenges, military organizations must 
prioritize intelligence to stay ahead and pre-
serve national interests. National defense 
agency Philippine Army appreciates intelli-
gence cycle. A systematic approach involves 
planning, collecting, analyzing, evaluating, and 
sharing information. Successful operations and 
informed decision-making need it. 

Research Questions 

This study aimed to assess the effectiveness 
of intelligence cycle on the operational of  
Philippine Army and to determine the risk and 
flaws associated within the current Intelligence 
Cycle Process. 

Specifically, it sought to identify the follow-
ing: 
1. What are the specific components of the in-

telligence cycle utilized by the Philippine 
Army in terms of: 
1.1 Planning and Programming 
1.2 Execution 
1.3 Review and Assessment 

2. What is the extent of effectiveness of these 
intelligence cycle components imple-
mented by the Philippine Army? 

3. What inherent flaws, weaknesses, and op-
erational risks are associated with the cur-
rent Intelligence Cycle Process, potentially 
compromising its effectiveness in gather-
ing accurate and timely intelligence? 

4. What strategies and measures can be pro-
posed to enhance the effectiveness and re-
silience of the Intelligence Cycle Process 
within the Philippine Army? 
 

Methods 
This study utilized quantitative descriptive 

research. Quantitative descriptive research is a 
methodical and empirical strategy for collect-
ing numerical data and producing statistics or 
information about a certain phenomenon. Data 
collection is the process of gathering numerical 
information to accurately define, summarize, 
and evaluate certain variables in a methodical 
and well-structured way (Frey, 2021). 

Quantitative descriptive research can ob-
jectively analyze intelligence cycle perfor-
mance parameters, making it ideal for this 
study. Quantitative approaches may assess and 
quantify specific components of the intelli-
gence cycle utilized in terms of planning and di-
rection, collection, processing, analysis and 
evaluation, and dissemination, determine the 
extent of effectiveness of these intelligence cy-
cle components and the inherent flaws, weak-
nesses, and operational risks are associated 
with the current Intelligence Cycle Process, po-
tentially compromising its effectiveness in 
gathering accurate and timely intelligence.  
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More so, quantitative descriptive study 
evaluated the Philippine Army's intelligence 
cycle operational efficiency methodically and 
rigorously. Researchers may collect, evaluate, 
and interpret performance measurements us-
ing quantitative approaches. This may give evi-
dence-based insights into policy, training, and 
operational decisions. This boosts intelligence 
and national security. 

 
Research Locale and Sampling Procedure 

The research locale for this study was the 
Area of Responsibility (AOR) of the 7th Infantry 
Division of the Philippine Army. This area in-
cludes parts of Region 1, specifically Pan-
gasinan, and Region 3, comprising Bulacan, 
Pampanga, Tarlac, and Zambales. These re-
gions are crucial due to their numerous mili-
tary facilities, intelligence units, and opera-
tional headquarters. 

The study was primarily conducted at the 
Philippine Army's headquarters, intelligence 
units, and operational areas within these re-
gions. To gain a comprehensive understanding 
of the intelligence cycle, access to various per-
sonnel, units, and operational situations was 
necessary. 

To ensure reliable results, a specific proce-
dure for sample selection was used, focusing on 
obtaining representative and trustworthy data. 
The study employed stratified random sam-
pling to select battalion respondents in an im-
partial and representative manner. Partici-
pants were chosen randomly from different 
levels and roles within the intelligence cycle, in-
cluding TRIAD Staff (S2), operations offic-
ers/training and education officers (S3), and 
Civil Military Operation (S7).  

The roles of these officers were particularly 
relevant for the study. The TRIAD Staff (S2) are 
responsible for gathering, analyzing, and dis-
seminating intelligence information, making 
them essential for understanding the effective-
ness of intelligence operations and the chal-
lenges faced in data collection and analysis. op-
erations officers/training and education offic-
ers (S3) oversee the planning, coordination, 
and execution of operations and training, 
providing crucial insights into how intelligence 
is integrated into operational planning and ex-
ecution. Civil Military Operation (S7) plans and 

coordinates the management of disaster relief 
operation, military economic development,  
socio-economic development and environmen-
tal protection.  

In the AOR of the 7th Infantry Division, 80 
intelligence personnel were randomly sam-
pled. This randomized process covered various 
positions within the intelligence cycle to pro-
vide a comprehensive view of the operations. 
By including these key officers and staff, the 
study aimed to capture a holistic perspective 
on the intelligence cycle's strengths, weak-
nesses, and areas for improvement. 

 
Research Instruments 

The research instruments for this study 
were primarily comprised of survey question-
naires meticulously crafted by the researcher 
to determine the effectiveness of intelligence 
cycle on the operational of Philippine Army and 
to determine the risk and flaws associated 
within the current Intelligence Cycle Process. 
The research instrument was self-made ques-
tionnaire align with the AFP or Philippine Army 
Standard Operating Procedure. A four-point 
Likert scale was used in surveys to assess re-
spondents' complexity, efficacy, and opera-
tional dangers of Philippine Army intelligence 
cycle. This scale lets people express their ideas 
from strongly disagree to strongly agree. The 
validity and accuracy of these surveys were 
crucial. The survey was content validated by 
three highly known Philippine Army intelli-
gence cycle process experts. Their insights 
helped improve questions and capture key con-
cepts and aspects. Additionally, pilot testing 
was done to confirm instrument reliability. 
This step involved calculating Cronbach's alpha 
coefficients from a specified set of question-
naire respondents. The result of the pilot test-
ing was acceptable. Hence, the researcher pro-
ceeded with the data gathering. 

  
Data Gathering Procedures 

This study collected reliable data on the ef-
ficacy of intelligence cycle on Philippine Army 
operations using a systematic approach. The 
approaches included numerous steps to ensure 
data accuracy, authenticity, and relevance. The 
researcher contacted the Officer-In-Charge of 
the Philippine Army Region 1 and 3 to get  
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permission to survey the group. A formal re-
quest was made to organization officials for 
permission and cooperation. Communication 
and involvement with the company are crucial 
for successful data collecting. After gaining per-
mission, the researcher distributed survey 
questionnaires to 80 individuals. Intelligence 
officers, analysts, operators, and support work-
ers were randomly selected. The respondents' 
convenience and preferences determined 
whether the questionnaire was delivered 
online or through pen and paper. The re-
searcher provided brief orientation sessions 
and gave clear survey instructions to increase 
response rates and data quality. The sessions 
emphasized their participation, privacy, and in-
fluence on the study's outcomes. 

 
Data Management and Analysis 

Using different methods established for 
each questionnaire component, the results 
were thoroughly analyzed. The objective was to 
determine the effectiveness of intelligence cy-
cle on Philippine Army operations and the risk 
and flaws of the current Intelligence Cycle Pro-
cess. 

Age, gender, years in service, and position 
were analyzed using frequency count and per-
centage descriptive statistics. These statistical 
metrics revealed the demographic distribution 
and makeup of respondents. The frequency 
count provided a precise numerical depiction 
of the individuals falling into each group, whilst 
percentages gave insights into the relative rep-
resentation of respondents within each cate-
gory. 

The study focused on descriptive statistics 
using the mean to examine the Likert scale data 

related to the components, extent of effective-
ness, and operational risks of intelligence cycle 
of Philippine Army. The mean scores used as a 
measure of central tendency, representing the 
average answer for each indicator. In addition, 
computing the standard deviation provided 
useful information about the spread or varia-
tion of answers from the average, so enriching 
the level of analysis. 

 
Ethical Consideration 

In adherence to the law protecting individ-
uals' privacy on the Internet within the Intelli-
gence Group of Philippine Army Region 1 and 
3, this research first sought approval from the 
respondents before commencing the study. 
The research data will be kept secret and used 
just for this study. Before starting the question-
naire survey, respondents got an informative 
letter explaining the research's goal and scope. 
The questionnaire survey, a critical part of this 
research, only began when respondents pro-
vide express agreement, ensuring they under-
stand the study's goals before responding. In 
accordance with privacy regulations, all re-
sponder data were treated carefully. The data 
are used just for this research and will not be 
shared, protecting participants' privacy. Re-
spondent autonomy must be respected 
throughout the research. All questionnaire re-
sponders may exit at any moment. Survey re-
sponses may be deleted at any time. The re-
search assessed respondents' responses even if 
they withdraw. Through the research, this eth-
ical approach prioritizes respondents' rights 
and choices. 

 

 
1. Results and Discussion 
Specific Components of the Intelligence Cycle utilized by the Philippine Army. 
Table 1. Specific Components of the Intelligence Cycle utilized by the Philippine Army (Planning and 

Programming) 

Planning and Programming Mean Verbal Interpretation 
The Army integrates intelligence findings into the develop-
ment of plans and programs outlined in the CMO Support 
Plan, Program Objective Memorandum, and Annual Plans 
and Budget. 

3.90 Strongly Agree 
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Planning and Programming Mean Verbal Interpretation 
The Army-wide CMO Consultative Seminar-Workshop sup-
ports annual planning and programming for CMO programs, 
activities, and projects. 

3.79 Strongly Agree 

The Philippine Army uses mission planning based on the 
Unified Command Campaign Plan to enhance support plan-
ning and capabilities of Brigades and Battalions. 

3.89 Strongly Agree 

Philippine Army’s general support status capacitate subor-
dinate units to achieve CMO missions through tailored capa-
bility development and support. 

3.51 Strongly Agree 

Operational plans and programs at the Brigade, Battalion, 
and Company levels are developed to achieve CMO missions 
based on their specific functions and capabilities. 

3.85 Strongly Agree 

Overall Weighted Mean 3.79 Strongly Agree 

The respondent’s assessment on the spe-
cific components of the intelligence cycle uti-
lized by the Philippine Army in terms of plan-
ning and programming obtained an overall 
weighted mean of 3.79 (SD=0.20) which was 
verbally described as "strongly agree," or uti-
lized at all times. It can be also seen that all of 
the indicators vouched strongly agree and 
equated as utilized all the times, these includes, 
the Army integrates intelligence findings into 
the development of plans and programs out-
lined in the CMO Support Plan, Program Objec-
tive Memorandum, and Annual Plans and 
Budget with mean score of 3.90, Operational 
plans and programs at the Brigade, Battalion, 
and Company levels are developed to achieve 
CMO missions based on their specific functions 
and capabilities with mean score of 3.85, the 
Philippine Army uses mission planning based 
on the Unified Command Campaign Plan to en-
hance support planning and capabilities of Bri-
gades and Battalions with mean score of 3.89, 
The Army-wide CMO Consultative Seminar-
Workshop supports annual planning and pro-
gramming for CMO programs, activities, and 
projects with mean score of 3.79, and Philip-
pine Army’s general support status capacitate 
subordinate units to achieve CMO missions 
through tailored capability development and 
support with mean score of 3.51. More so, the 

item got the highest mean were "The Army in-
tegrates intelligence findings into the develop-
ment of plans and programs outlined in the 
CMO Support Plan, Program Objective Memo-
randum, and Annual Plans and Budget" with a 
mean of 3.90 translated as "strongly agree," or 
“utilized at all times," and “The Philippine Army 
uses mission planning based on the Unified 
Command Campaign Plan to enhance support 
planning and capabilities of Brigades and Bat-
talions” with a mean of 3.89 translated as 
"strongly agree," or “utilized at all times. While 
the item got the lowest mean was "Philippine 
Army’s general support status capacitate sub-
ordinate units to achieve CMO missions 
through tailored capability development and 
support," with a mean of 3.51 which was ver-
bally described as "strongly agree," or "utilized 
at all times." This result indicates that the Phil-
ippine Army strategically integrates infor-
mation, although specialized assistance and re-
source distribution may be required to boost 
subordinate units' operational capabilities in 
attaining CMO goals. 

Several infrastructural, training, and collab-
oration projects have improved the Philippine 
Army's intelligence capabilities. Collaborations 
like the DPWH “TIKAS” initiative, which builds 
intelligence infrastructure, have proven im-
portant. New Intelligence Cycle Operations 

Legend 
3.25 - 4.00 Strongly Agree (Utilized at all times) 
2.50 - 3.24 Agree (Most of the times) 
1.75 - 2.49 Disagree (Sometimes) 
1.00 - 1.74 Strongly Disagree (Not utilized at all times) 
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(ICO) training facilities provide improved in-
struction and support for officers and people. 
The Philippine Army requires this infrastruc-
ture to shelter and train personnel for changing 
security demands, notably in Mindanao and the 
South China Sea. In addition, the Civil-Military 
Operations (CMO) Regiment also involves the 
Multi-Sector Advisory Board (MSAB) in its ef-
forts, enabling public-private collaborations 
that support a unified reform path (Armed 
Forces of the Philippines, 2022). 

Mission planning based on overarching 
strategies, such as a Unified Command Cam-
paign Plan, has also been identified as a key fac-
tor in enhancing organizational effectiveness. 
Taylor and Robinson (2019) emphasized that 
mission planning frameworks improve coordi-
nation and support at all levels of an  

organization, a finding that mirrors the Philip-
pine Army’s consistent focus on brigade and 
battalion-level capability development. Di-
Nardo et al. (2021) recommend combining in-
telligence findings into strategic and opera-
tional planning to improve military operations. 
The Philippine Army's CMO Support Plan and 
Program Objective Memorandum integrate in-
formation, and intelligence-based planning 
guarantees real-time data and situational 
awareness drives decisions. Brigade and battal-
ion operating plans must match their duties 
and capabilities to fulfill mission objectives. 
Garcia and Torres (2021) stress the need for 
military forums for information sharing and 
shared Civil-Military Operations. The Philip-
pine Army is committed to enhancing CMO pro-
ject planning and programming.

 
Table 2. Specific Components of the Intelligence Cycle utilized by the Philippine Army (Execution) 

Execution Mean Verbal Interpretation 
The HPA monitors and assesses the implementation of CMO 
support and sustainment provided to units. 

3.79 Strongly Agree 

The coordination and validation of Army unit deployment and 
employment by force employers are efficiently managed ac-
cording to the units' functions and capabilities. 

3.64 Strongly Agree 

The programs and initiatives facilitated by the Army improve 
and enhance the operational effectiveness of Army units. 

3.88 Strongly Agree 

The Army ensures that the support and sustainment provided 
to units are aligned with their operational requirements and 
capabilities. 

3.85 Strongly Agree 

The Army’s facilitation of CMO programs and initiatives leads 
to measurable improvements in the way Army units execute 
their missions. 

3.88 Strongly Agree 

Overall Weighted Mean 3.81 Strongly Agree 

 

The respondent’s assessment on the spe-
cific components of the intelligence cycle uti-
lized by the Philippine Army in terms of execu-
tion obtained an overall weighted mean of 3.81 
(SD=0.21) which was verbally described as 
"strongly agree," or utilized at all times." The 
foregoing table revealed that all of the respond-
ents vouched highest agreement which 

equated utilized all the times among the  
following indicators, “The Army’s facilitation of 
CMO programs and initiatives leads to  
measurable improvements in the way Army 
units execute their missions” with mean score 
of 3.88, “The programs and initiatives facili-
tated by the Army improve and enhance the op-
erational effectiveness of Army units” with 

Legend 
3.25 - 4.00 Strongly Agree (Utilized at all times) 
2.50 - 3.24 Agree (Most of the times) 
1.75 - 2.49 Disagree (Sometimes) 
1.00 - 1.74 Strongly Disagree (Not utilized at all times) 
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mean score of 3.88, “The Army ensures that the 
support and sustainment provided to units are 
aligned with their operational requirements 
and capabilities” with mean score of 3.85, “The 
HPA monitors and assesses the implementa-
tion of CMO support and sustainment provided 
to units” with mean score of 3.85, and “The co-
ordination and validation of Army unit deploy-
ment and employment by force employers are 
efficiently managed according to the units' 
functions and capabilities” with mean score of 
3.64. The items got the highest mean were " The 
programs and initiatives facilitated by the 
Army improve and enhance the operational ef-
fectiveness of Army units" and “The Army’s fa-
cilitation of CMO programs and initiatives leads 
to measurable improvements in the way Army 
units execute their missions” with a mean of 
3.88 (SD=0.33) translated as "strongly agree," 
or “utilized at all times," while the item got the 
lowest mean was " The coordination and vali-
dation of Army unit deployment and employ-
ment by force employers are efficiently man-
aged according to the units' functions and capa-
bilities," with a mean of 3.63  which was ver-
bally described as "strongly agree," or "utilized 
at all times." The results imply that increasing 
unit deployment coordination and validation 
may increase alignment with unit-specific ca-
pabilities and tasks because the army's review 
and evaluation operations improve unit effec-
tiveness and mission execution. 

The intelligence cycle—planning, direction, 
collecting, processing, analysis, production, 
and dissemination—improves military  

efficiency and effectiveness via strategic deci-
sion-making and action. This cycle helps the 
Philippine Army succeed by managing intelli-
gence efforts and aligning them with opera-
tional requirements (Clarke & Knake, 2020). 
The Philippine Army's high intelligence cycle 
facilitation scores demonstrate best practices 
compliance, boosting mission performance. In-
telligence-driven operational coordination im-
proves unit deployment by using mission-spe-
cific resources and capabilities. Even though it 
has strengths, the Philippine Army's lowest-
rated area—coordination and validation of unit 
deployment—shows room for improvement in 
aligning deployment efforts with unit capabili-
ties that optimizing unit strengths can improve 
mission outcomes (Joya & Mendoza, 2018). 
Aslam and Raza (2020) said the military is us-
ing intelligence more and it shows that contin-
uous intelligence system monitoring and as-
sessment increase situational awareness and 
decision-making, helping the Philippine Army's 
CMO program execute missions. Estrada 
(2021) claims CMOs transform Philippine mili-
tary operations. CMOs improve military-com-
munity engagement and mission performance, 
according to study. Salazar (2022) studies Phil-
ippine military intelligence development, con-
centrating on counterinsurgency methods and 
intelligence systems. The Philippine Army uses 
information to predict dangers and match CMO 
programs with security goals, according to the 
research. This supports your results that intel-
ligence-backed CMO facilitation improves mis-
sion execution.

 

Table 3. Specific Components of the Intelligence Cycle utilized by the Philippine Army (Review and 
Assessment) 

Review and Assessment Mean Verbal Interpretation 
There is a systematic process in place for reviewing intelli-
gence operations. 

3.91 Strongly Agree 

Feedback from the review process is used to improve future 
intelligence operations 

3.84 Strongly Agree 

The assessment phase identifies strengths and weaknesses 
in intelligence operations. 

3.90 Strongly Agree 

Lessons learned are documented and disseminated to rele-
vant personnel 

3.65 Strongly Agree 

The review and assessment process are conducted regularly 
and consistently. 

3.91 Strongly Agree 

Overall Weighted Mean 3.84 Strongly Agree 
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The respondents’ assessment on the spe-
cific components of the intelligence cycle uti-
lized by the Philippine Army in terms of review 
and assessment obtained an overall weighted 
mean of 3.84 which was verbally described as 
"strongly agree," or utilized at all times." It can 
be gleaned on the above-mentioned table that 
all of the indicators vouched highest agreement 
on the specific components of the intelligence 
cycle utilized by the Philippine Army which in-
cludes, “There is a systematic process in place 
for reviewing intelligence operations” with 
mean score of 3.91, “The review and assess-
ment process are conducted regularly and con-
sistently” with mean score of 3.91, “The assess-
ment phase identifies strengths and weak-
nesses in intelligence operations” with mean 
score of 3.90, “Feedback from the review pro-
cess is used to improve future intelligence op-
erations” with mean score of 3.84, and “Lessons 
learned are documented and disseminated to 
relevant personnel” with mean score of 3.65. 
The item got the highest mean were " There is 
a systematic process in place for reviewing in-
telligence operations." and “The review and as-
sessment process are conducted regularly and 
consistently,” with a mean of 3.91 translated as 
"strongly agree," or “utilized at all times," and 
“The assessment phase identifies strengths and 
weaknesses in intelligence operations with a 
mean of 3.90 which was verbally described as 
"strongly agree," or “utilized at all times.” While 
the item got the lowest mean was " Lessons 
learned are documented and disseminated to 
relevant personnel," with a mean of 3.65 which 
was verbally described as "strongly agree," or 
"utilized at all times.". The results imply that 
strong intelligence cycle execution by the 

Army, but sharing lessons gained may improve 
collective knowledge and operational agility. 

In military operations, the intelligence cycle 
is crucial to effectiveness and flexibility in 
changing operating contexts. Research shows 
that a structured review procedure improves 
intelligence operations' consistency and qual-
ity. Routine assessments allow the intelligence 
cycle's execution stage to improve operations, 
optimize resources, and quickly rectify intelli-
gence shortfalls. Such evaluations are crucial 
for armed units like the Philippine Army to 
maintain an effective and strategic intelligence 
infrastructure (Floyd, 2021). Thompson and 
Lee (2020) stated that timely sharing of lessons 
learned is essential for fostering a learning or-
ganization and improving operational agility. 
The Army’s relatively lower score in this area 
suggests that while intelligence operations are 
well-executed, improvements in documenting 
and disseminating lessons could enhance col-
lective knowledge and overall mission effec-
tiveness. The Army's systematic reviews coin-
cide with military studies stressing feedback 
and evaluation procedures for operational per-
formance. Recent research shows that military 
intelligence cycles need frequent evaluations to 
inform strategic and tactical choices (Santos & 
Lim, 2020). According to Ramos (2021), con-
stant assessment increases operational prepar-
edness and strategic modifications during op-
erations, as seen in the Philippine Army's oper-
ational framework. The Philippine Army's in-
telligence cycle is well-executed, but sharing 
and documenting lessons learned will 
strengthen its collective knowledge and opera-
tional effectiveness, supporting its transfor-
mation goals and fostering continuous im-
provement. 

 
 
 
 
 

Legend 
3.25 - 4.00 Strongly Agree (Utilized at all times) 
2.50 - 3.24 Agree (Most of the times) 
1.75 - 2.49 Disagree (Sometimes) 
1.00 - 1.74 Strongly Disagree (Not utilized at all times) 
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2. Extent of Effectiveness of these Intelligence Cycle Components implemented by the Philip-
pine Army. 

Table 4 Extent of Effectiveness of these Intelligence Cycle Components implemented by the Philipine 

Army (Planning and Programming) 

Planning and Programming Mean Verbal Interpretation 
The extent to which the Philippine Army effectively integrates 
intelligence findings into the development of strategic and op-
erational plans is substantial. 

3.96 Very Effective 

The effectiveness of the Army’s planning processes in being 
informed by intelligence data, resulting in comprehensive and 
actionable programs, is significant. 

3.96 Very Effective 

The extent to which intelligence inputs are utilized to shape 
the Army’s budget and resource allocation during the pro-
gramming phase is considerable. 

3.98 Very Effective 

The effectiveness of the Army’s strategic and operational 
plans in addressing identified intelligence threats and oppor-
tunities is high. 

3.99 Very Effective 

The extent to which intelligence-driven planning ensures the 
alignment of the Army’s programs and initiatives with long-
term strategic objectives is large. 

3.96 Very Effective 

Overall Weighted Mean 3.97 Very Effective 
 

 
 
 
 

 
The table above presents the respondent’s 

assessment on the extent of effectiveness of 
these intelligence cycle components imple-
mented by the Philippine army in terms of 
planning and programming gained an overall 
weighted mean of 3.97 (SD=0.16) which was 
verbally described as "Very Effective," or “To a 
very great extent.” It can be seen on the table 
above that all of the indicators vouched very ef-
fective in the implementation of specific com-
ponents these includes, “The effectiveness of 
the Army’s strategic and operational plans in 
addressing identified intelligence threats and 
opportunities is high” with mean score of 3.99, 
“The extent to which intelligence inputs are uti-
lized to shape the Army’s budget and resource 
allocation during the programming phase is 
considerable” with mean score of 3.98, “The ex-
tent to which the Philippine Army effectively 
integrates intelligence findings into the devel-
opment of strategic and operational plans is 
substantial”, “The effectiveness of the Army’s 

planning processes in being informed by intel-
ligence data, resulting in comprehensive and 
actionable programs, is significant”, and “The 
extent to which intelligence-driven planning 
ensures the alignment of the Army’s programs 
and initiatives with long-term strategic objec-
tives is large” with mean score of 3.96. The item 
got the highest mean was " The effectiveness of 
the Army’s strategic and operational plans in 
addressing identified intelligence threats and 
opportunities is high," with a mean of 3.99  
translated as "very effective," or “To a very 
great extent," while the item got the lowest 
mean were " The extent to which the Philippine 
Army effectively integrates intelligence find-
ings into the development of strategic and op-
erational plans is substantial", “The effective-
ness of the Army’s planning processes in being 
informed by intelligence data, resulting in com-
prehensive and actionable programs, is signifi-
cant” and “The extent to which intelligence-
driven planning ensures the alignment of the 

Legend 
3.25 - 4.00 Very Effective (To a very great extent) 
2.50 - 3.24 Effective (Great Extent) 
1.75 - 2.49 Slightly Effective (Slight extent) 
1.00 - 1.74 Not Effective (To no extent) 
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Army’s programs and initiatives with long-
term strategic objectives is large,” with a mean 
of 3.96 which was verbally described as "Very 
Effective," or "To a very great extent." The find-
ings indicate that information informs the 
Army's planning and programming, allowing 
responsive and aligned strategic goals. Inte-
grating and aligning intelligence data across all 
planning phases may improve efficacy. 

Evidence from various personnel roles 
within the Army supports the consistent appli-
cation of intelligence throughout the planning 
cycle. Information from Army personnel posi-
tions aids intelligence use throughout the plan-
ning cycle. In the field or office, the CI NCO and 
Assistant CI NCO acquire and synthesize infor-
mation to guide operational choices. These in-
telligence gathering responsibilities guarantee 
that information inputs are correctly trans-
formed into executable strategies. Team Lead-
ers, Assistant Team Leaders, and Intel Officers 
connect operational plans with the Army's stra-
tegic goals by integrating intelligence findings. 
These strategic and tactical leaders oversee in-
telligence collection and integration into long-
term operational objectives. By using analytical 
and investigative methods to evaluate intelli-
gence data, Analysts, Investigators, and Opera-
tions NCOs strengthen the intelligence cycle. 
Cross-functional coordination between these 
positions ensures intelligence outputs meet 
changing operational and strategic demands. 
Office-based staff including Admin NCOs, 

Clerks, and GIS NCOs ensure intelligence data is 
correctly recorded, preserved, and mapped for 
future planning. This office support keeps in-
formation accessible and actionable for future 
development stages. Drone Operators and Op-
eratives in the field deliver real-time infor-
mation that informs the Army's urgent opera-
tional choices, aligning intelligence-driven tac-
tics with on-the-ground reality. These intelli-
gence components are routinely implemented 
across organizational levels, demonstrating the 
Army's methodical integration of intelligence 
data in all planning and programming stages. 
To respond to threats and opportunities, the 
Philippine Army gathers, analyzes, and refines 
operational and strategic plans using intelli-
gence. The Army's consistent use of intelligence 
in field and office responsibilities shows its 
dedication to data-driven decision-making and 
its influence on strategic direction. 

Effective military intelligence cycle plan-
ning and programming ensures intelligence re-
turns support strategic and operational goals 
and respond to changing threats and opportu-
nities. Research suggests that using infor-
mation in all planning stages helps military or-
ganizations adapt to changing conditions. 
Higher strategic and operational plan success 
ratings for the Philippine Army indicate intelli-
gence-driven processes, complementing recent 
studies on intelligence in comprehensive, goal-
oriented planning (Clarke & Knake, 2020).

 

Table 5. Extent of Effectiveness of these Intelligence Cycle Components implemented by the Philippine 

Army (Execution) 

Execution Mean Verbal Interpretation 
The extent to which the Philippine Army effectively imple-
ments plans and programs based on intelligence assess-
ments to achieve operational goals is significant. 

3.96 Very Effective 

The effectiveness of intelligence in guiding the deployment 
and employment of Army units during operational execu-
tion is considerable. 

3.98 Very Effective 

The extent to which intelligence-driven operations are coor-
dinated and validated to ensure mission success is high. 

3.95 Very Effective 

The effectiveness of the Philippine Army in monitoring and 
adjusting ongoing operations based on real-time intelli-
gence updates is substantial. 

3.99 Very Effective 
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Execution Mean Verbal Interpretation 
The extent to which the execution of CMO programs is sup-
ported by intelligence to address evolving threats and oper-
ational challenges is significant. 

3.99 Very Effective 

Overall Weighted Mean 3.97 Very Effective 

 
As shown in the table presents the respond-

ent’s assessment on the extent of effectiveness 
of these intelligence cycle components imple-
mented by the Philippine army in terms of exe-
cution gained an overall weighted mean of 3.97 
which was verbally described as "very effec-
tive," or to a very great extent.” It can be seen 
on the table above that all of the indicators 
vouched very effective in the implementation 
of specific components these includes, “The ef-
fectiveness of the Philippine Army in monitor-
ing and adjusting ongoing operations based on 
real-time intelligence updates is substantial” 
and “The extent to which the execution of CMO 
programs is supported by intelligence to ad-
dress evolving threats and operational chal-
lenges is significant” vouched mean score of 
3.99, “The effectiveness of intelligence in guid-
ing the deployment and employment of Army 
units during operational execution is consider-
able” with mean score of 3.98, “The extent to 
which the Philippine Army effectively imple-
ments plans and programs based on intelli-
gence assessments to achieve operational goals 
is significant” with mean score of 3.96, and “The 
extent to which intelligence-driven operations 
are coordinated and validated to ensure mis-
sion success is high” with mean score of 3.95. 
The item got the highest mean were "The effec-
tiveness of the Philippine Army in monitoring 
and adjusting ongoing operations based on 
real-time intelligence updates is substantial" 
and “The extent to which the execution of CMO 
programs is supported by intelligence to ad-
dress evolving threats and operational chal-
lenges is significant,” with a mean of 3.99 trans-
lated as "very effective," or “To a very great ex-
tent," while the item got the lowest mean was " 
The extent to which intelligence-driven  

operations are coordinated and validated to en-
sure mission success is high,” with a mean of 
3.95 which was verbally described as "Very Ef-
fective," or “To a very great extent.” Hence, the 
findings indicate that the Philippine Army 
seems to employ intelligence to better opera-
tional execution, particularly under shifting sit-
uations. Improved coordination and validation 
might ensure mission success across all units.  

Real-time intelligence updates and Civil-
Military Operations (CMO) program assistance 
are the Philippine Army's highest mean scores 
of 3.99, demonstrating its dedication to inte-
grating intelligence into all levels of operations. 
Numerous Army personnel jobs demonstrate 
the continual use of intelligence throughout ex-
ecution. Whether in the field or office, the CI 
NCO and Assistant CI NCO acquire and synthe-
size information that guides operational 
choices. These jobs effectively transform intel-
ligence inputs into actionable strategies for 
quick and informed operational modifications. 
Team Leaders, Assistant Team Leaders, and In-
tel Officers incorporate intelligence findings 
into operational plans to ensure alignment 
with strategic objectives. These tactical and 
strategic leaders oversee intelligence gathering 
and integration into immediate and long-term 
operational plans. Analysts, Investigators, and 
Operations NCOs analyze and review intelli-
gence data using analytical and investigative 
capabilities to boost the intelligence cycle. This 
cross-functional cooperation keeps intelligence 
current with operational and strategic de-
mands. Office-based staff including Admin 
NCOs, Clerks, and GIS NCOs ensure intelligence 
data is properly recorded, preserved, and 
mapped for future use. This office assistance 
ensures that intelligence is actionable now and 

Legend 
3.25 - 4.00 Very Effective (To a very great extent) 
2.50 - 3.24 Effective (Great Extent) 
1.75 - 2.49 Slightly Effective (Slight extent) 
1.00 - 1.74 Not Effective (To no extent) 
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for future planning. Drone operators and field 
operators deliver real-time information, affect-
ing operational choices and aligning intelli-
gence-driven tactics with on-the-ground real-
ity. These intelligence components are consist-
ently implemented across organizational lev-
els, demonstrating the Army's methodical inte-
gration of information into planning, program-
ming, and execution. The Philippine Army 
adapts to threats and opportunities by gather-
ing, analyzing, and using intelligence to develop 
operational and strategic plans. In the field and 
in office, the Army uses intelligence consist-
ently, demonstrating its dedication to data-
driven decision-making and the importance of 
information in setting its strategic direction. 

For the purpose of making informed deci-
sions and maintaining operational agility in set-
tings that are constantly changing, it is vital to 
gather, process, analyze, disseminate, and pro-
vide feedback on intelligence. According to 
Lowry (2020), an intelligence cycle that is well-
functioning may boost operational perfor-
mance by delivering information that is both 
timely and relevant inside the organization. 
Moreover, it underlines the need of military or-
ganizations adapting their operations by using 

the intelligence cycle. A military that is able to 
update information in real time gives it agility. 
Data-driven forces that operate in real time 
perform better. According to Smith et al. 
(2023), monitoring and adjustment techniques 
are beneficial to the success of missions be-
cause they enable operators to rapidly change 
to ever-changing dangers. 

Collecting, processing, analyzing, dissemi-
nating, and providing feedback on intelligence 
are all very important for making informed de-
cisions and maintaining operational agility in 
circumstances that are always changing. Ac-
cording to Lowry (2020), an intelligence cycle 
that is well-functioning may boost operational 
performance by delivering information that is 
both timely and relevant inside the organiza-
tion. In addition to this, it underlines the need 
of transitioning military organizations to use 
the intelligence cycle. Military agility is en-
hanced by information updates that occur in 
real time. Data-driven forces that operate in 
real time perform better. By enabling operators 
to rapidly alter their strategies in response to 
emerging dangers, monitoring and adjustment 
procedures contribute to the success of mis-
sions (Smith et al., 2023).

 

Table 6. Extent of Effectiveness of these Intelligence Cycle Components implemented by the Philippine 
Army (Review and Assessment) 

Review and Assessment Mean Verbal Interpretation 
The extent to which the Headquarters Philippine Army ef-
fectively conducts performance reviews to evaluate the suc-
cess of intelligence operations and their impact on achieving 
objectives is considerable. 

3.95 Very Effective 

The effectiveness of Quarterly Strategy Reviews in assessing 
the integration and performance of intelligence in the 
Army’s strategic planning is significant. 

3.96 Very Effective 

The extent to which Program Performance and Budget Exe-
cution Reviews measure the efficiency of intelligence-driven 
resource allocation and program implementation is sub-
stantial. 

3.96 Very Effective 

The effectiveness of the Army-wide CMO Annual Review in 
evaluating the overall performance and impact of CMO pro-
grams and intelligence initiatives is high. 

3.99 Very Effective 

The extent to which the Headquarters Philippine Army con-
ducts performance reviews to evaluate the success of intel-
ligence operations and their impact on achieving objectives 
is large. 

3.98 Very Effective 

Overall Weighted Mean 3.97 Very Effective 
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The table presents the respondent’s assess-
ment on the extent of effectiveness of these in-
telligence cycle components implemented by 
the Philippine army in terms of review and as-
sessment gained an overall weighted mean of 
3.97 which was verbally described as "very ef-
fective," or “To a very great extent.” It can be 
seen on the table above that all of the indicators 
vouched very effective in the implementation 
of specific components these includes, “The ef-
fectiveness of the Army-wide CMO Annual Re-
view in evaluating the overall performance and 
impact of CMO programs and intelligence initi-
atives is high” with mean score of 3.99, “The ex-
tent to which the Headquarters Philippine 
Army conducts performance reviews to evalu-
ate the success of intelligence operations and 
their impact on achieving objectives is large” 
with mean score of 3.98, “The effectiveness of 
Quarterly Strategy Reviews in assessing the in-
tegration and performance of intelligence in 
the Army’s strategic planning is significant” 
with mean score of 3.96, “The extent to which 
Program Performance and Budget Execution 
Reviews measure the efficiency of intelligence-
driven resource allocation and program imple-
mentation is substantial” with mean score of 
3.96, and “The extent to which the Headquar-
ters Philippine Army effectively conducts per-
formance reviews to evaluate the success of in-
telligence operations and their impact on 
achieving objectives is considerable” with 
mean score of 3.95. The items got the highest 
mean were “The effectiveness of the Army-
wide CMO Annual Review in evaluating the 
overall performance and impact of CMO pro-
grams and intelligence initiatives is high,” with 
a mean of 3.99 translated as "Very effective," or 
“To a very great extent,” “The extent to which 
the Headquarters Philippine Army conducts 
performance reviews to evaluate the success of 
intelligence operations and their impact on 
achieving objectives is large” with a mean of 
3.98 translated as "Very effective," or “To a very 

great extent.” While the item got the lowest 
mean was “The extent to which the Headquar-
ters Philippine Army effectively conducts per-
formance reviews to evaluate the success of in-
telligence operations and their impact on 
achieving objectives is considerable,” with a 
mean of 3.95 which was verbally described as 
"Very effective," or "To a very great extent.” The 
results reveal the Army's review and assess-
ment mechanisms substantially support intelli-
gence and CMO program evaluation and effect. 
Unit-wide performance evaluation consistency 
may enhance evaluations and align them with 
the Army's strategic objectives. 

Based on the interviews conducted, the two 
highest mean scores reflect the successful im-
plementation of the Army-wide Civil-Military 
Operations (CMO) Annual Review and Head-
quarters Performance Reviews of Intelligence 
Operations. Respondents from various roles, 
including I NCO, Assistant CI NCO, Team 
Leader, Assistant Team Leader, Admin NCO, 
Analyst NCO, Assistant Investigator, Clerk, 
Drone Operator, Intel NCO, Intel Officer, Inves-
tigator, Operation NCO, Operative, Platoon Sgt, 
Production NCO, and GIS NCO, provided evi-
dence highlighting the efficacy of these re-
views. They emphasized that annual perfor-
mance reports serve as key indicators of suc-
cess, demonstrating improvements in civilian 
trust, conflict reduction, and enhanced commu-
nity interactions, especially in insurgency-
prone regions. Coordination papers such as 
Memorandums of Understanding (MOUs) and 
unit comments were cited as tangible evidence 
of how intelligence efforts support CMO goals. 
These reports, alongside real-time field data, 
capacity-building, and training, were identified 
as critical factors in aligning intelligence opera-
tions with military objectives. Furthermore, 
regular assessments, including the Philippine 
Army’s Programs Review, Annual General In-
spections, and Quarterly Assessments con-
ducted by the 7th Infantry Division (7ID), were 

Legend 
3.25 - 4.00 Very Effective (To a very great extent) 
2.50 - 3.24 Effective (Great Extent) 
1.75 - 2.49 Slightly Effective (Slight extent) 
1.00 - 1.74 Not Effective (To no extent) 
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highlighted as crucial for maintaining opera-
tional effectiveness. The Division Intelligence 
Operation Review and Evaluation Board (DIO-
REB) rewards high-performing personnel 
based on their contributions to intelligence op-
erations, underscoring the importance of regu-
lar reviews in refining and improving intelli-
gence practices across all levels of the force. 
The frequency of these reviews and assess-
ments is consistent and well-established, with 
annual, quarterly, and periodic evaluations en-
suring continuous monitoring and improve-
ment of intelligence operations at both the unit 
and organizational levels. 

When assessing the efficiency of CMO pro-
grams and intelligence activities, the Army-
wide CMO Annual Review is identified as an im-
portant component that should be considered. 
According to the findings of research con-
ducted by Green and Johnson (2021), conduct-
ing performance evaluations on a regular basis 
provides crucial input that can be used to guide 
future operational initiatives. They contend 
that such assessments are essential in order to 
comprehend the manner in which intelligence 
operations assist to the accomplishment of mis-
sions and improve the overall effectiveness of 
military programs. 

Performance assessments may be im-
proved by conducting them equally across all 
units and aligning them with strategic goals. 
The research suggests that strengthening unit-
wide performance assessments might improve 
mission results and fit with the Army's long-
term aims (Roberts, 2019). According to Smith 
et al. (2021), frequent performance assess-
ments in military intelligence give crucial in-
sights into operation success, ensuring military 
goals are attained. The Philippine Army's per-
formance assessments, including the Army-
wide CMO Annual Review, support this. Regu-
lar reviews improve intelligence resource allo-
cation and decision-making. Quarterly perfor-
mance reviews help integrate intelligence op-
erations into strategic frameworks and ensure 
mission success (Smith et al., 2023). Martinez 
and Santos (2022) examined how budget exe-
cution reviews and performance assessments 
enhance intelligence program resource alloca-
tion, improving military operations. It further 
said that such evaluations are crucial for ana-
lyzing intelligence operations' cost-effective-
ness and allocating resources effectively to 
meet military goals. 

 

 

3. Weaknesses, and Operational Risks That are Associated with the Current Intelligence Cy-

cle Process, Potentially Compromising Its Effectiveness in Gathering Accurate and Timely 

Intelligence 

Table 7. Weaknesses, And Operational Risks That Are Associated With The Current Intelligence Cycle 

Process, Potentially Compromising Its Effectiveness In Gathering Accurate And Timely Intel-

ligence (Weaknesses) 

Weaknesses Mean Verbal Interpretation 
The intelligence cycle often lacks sufficient personnel with 
specialized skills to handle complex intelligence require-
ments effectively. 

3.84 Strongly Agree 

The intelligence analysis phase lacks a standardized meth-
odology, resulting in inconsistencies in the quality of intel-
ligence products. 

3.08 Agree 

Current intelligence-sharing mechanisms between differ-
ent units or agencies are weak, leading to information silos 
and ineffective collaboration. 

3.09 Agree 

There is insufficient investment in advanced technology, 
which weakens the intelligence cycle's ability to process 
real-time data. 

1.98 Disagree 
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Weaknesses Mean Verbal Interpretation 
The feedback loop in the intelligence cycle is underdevel-
oped, limiting the capacity to learn from previous mistakes 
and improve future operations. 

1.70 Strongly Disagree 

Overall Weighted Mean 2.74 Agree 

 
The table above presents the respondent’s 

assessment on the weaknesses, and opera-
tional risks that are associated with the current 
intelligence cycle process, potentially compro-
mising its effectiveness in gathering accurate 
and timely intelligence in terms of weaknesses 
obtained an overall weighted mean of 2.74 
which was verbally described as “agree,” or 
“much a problem.” It can be gleaned that “The 
intelligence cycle often lacks sufficient person-
nel with specialized skills to handle complex in-
telligence requirements effectively” with mean 
score of 3.84 and equated as very much a prob-
lem, “Current intelligence-sharing mechanisms 
between different units or agencies are weak, 
leading to information silos and ineffective col-
laboration” with 3.09 and “ The intelligence 
analysis phase lacks a standardized methodol-
ogy, resulting in inconsistencies in the quality 
of intelligence products” with 3.08 mean score 
vouched much a problem. On the other hand, 
“The feedback loop in the intelligence cycle is 
underdeveloped, limiting the capacity to learn 
from previous mistakes and improve future op-
erations” with mean score of 1.70 vouched not 
a problem at all while “There is insufficient in-
vestment in advanced technology, which weak-
ens the intelligence cycle's ability to process 
real-time data” with mean score of 1.98 
vouched not a problem. The item got the high-
est mean was “The intelligence cycle often lacks 
sufficient personnel with specialized skills to 
handle complex intelligence requirements ef-
fectively,” with a mean of 3.83 translated as 
"strongly agree," or “very much a problem," 
while the item got the lowest mean was “The 
feedback loop in the intelligence cycle is  

underdeveloped, limiting the capacity to learn 
from previous mistakes and improve future op-
erations,” with a mean of 1.70 which was ver-
bally described as "strongly disagree," or “not a 
problem at all.” The findings suggest that alt-
hough human capabilities may challenge the in-
telligence cycle, respondents are not concerned 
about the feedback loop. Specialized skills may 
increase the intelligence cycle and operational 
efficiency. 

Effective intelligence operations need 
training and skill, according to literature. John-
son et al. (2020) says undertrained intelligence 
analysts misinterpret complex threats, result-
ing in inefficient intelligence output. They sug-
gest specialized training may enhance intelli-
gence personnel's abilities and operations. Ylo-
nen and Aven (2023) discovered that intelli-
gence operations using feedback mechanisms 
were more adaptable and resilient. Davis be-
lieves that process enhancement requires 
learning from past experiences. Thompson 
(2021) found that fragmented intelligence-
sharing techniques create information silos, 
limiting intelligence cycle efficacy. Effective 
agency coordination is necessary for timely and 
accurate intelligence sharing. Inter-agency 
communication issues hinder coordinated ef-
forts, resulting in lost counter-intelligence pos-
sibilities. According to Becker and Lawrence 
(2021), the lack of established methods in in-
telligence analysis may result in inconsistent 
and inaccurate intelligence products, which 
harms operational decision-making. Unified in-
telligence analysis methods are essential for 
systematic and consistent evaluation.

 

Legend 
3.25 - 4.00 Strongly Agree (Very much a problem) 
2.50 - 3.24 Agree (Much as problem) 
1.75 - 2.49 Disagree (Not a problem) 
1.00 - 1.74 Strongly Disagree (Not a problem at all) 
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Table 8. Weaknesses, And Operational Risks That Are Associated With The Current Intelligence Cycle 
Process, Potentially Compromising Its Effectiveness In Gathering Accurate And Timely Intel-
ligence (Procedure) 

Procedure Mean Verbal Interpretation 
Operational risks such as limited funding and inadequate re-
sources frequently hinder the effectiveness of intelligence 
gathering and analysis. 

3.90 Strongly Agree 

The intelligence cycle is often disrupted by high personnel 
turnover, affecting continuity and operational readiness. 

3.23 Agree 

Logistical constraints, such as lack of access to real-time data 
in remote or hostile environments, pose significant opera-
tional risks. 

3.38 Strongly Agree 

The lack of standardized training across intelligence person-
nel increases the risk of inconsistent execution of intelli-
gence tasks. 

3.73 Strongly Agree 

Poor coordination with other military or law enforcement 
agencies during intelligence operations creates operational 
bottlenecks that reduce effectiveness. 

3.78 Strongly Agree 

Overall Weighted Mean 3.60 Strongly Agree 
 

 
 
 
 
 

The table above presents the respondent’s 
assessment on the weaknesses, and opera-
tional risks that are associated with the current 
intelligence cycle process, potentially compro-
mising its effectiveness in gathering accurate 
and timely intelligence in terms of procedures 
obtained an overall weighted mean of 3.60 
which was verbally described as “strongly 
agree,” or “very much a problem.” The follow-
ing items vouched very much a problem, “Op-
erational risks such as limited funding and in-
adequate resources frequently hinder the ef-
fectiveness of intelligence gathering and analy-
sis” with mean score of 3.90, “Poor coordina-
tion with other military or law enforcement 
agencies during intelligence operations creates 
operational bottlenecks that reduce effective-
ness” with mean score of 3.78, “The lack of 
standardized training across intelligence per-
sonnel increases the risk of inconsistent execu-
tion of intelligence tasks” with mean score of 
3.73, and “Logistical constraints, such as lack of 
access to real-time data in remote or hostile en-
vironments, pose significant operational risks” 
with mean score of 3.38 while “The intelligence 

cycle is often disrupted by high personnel turn-
over, affecting continuity and operational read-
iness” with mean score of 3.23 vouched much a 
problem. The item got the highest mean was 
“Operational risks such as limited funding and 
inadequate resources frequently hinder the ef-
fectiveness of intelligence gathering and analy-
sis,” with a mean of 3.90 translated as "strongly 
agree," or “very much a problem," and “Poor co-
ordination with other military or law enforce-
ment agencies during intelligence operations 
creates operational bottlenecks that reduce  
effectiveness” with a mean of 3.90 translated as 
"strongly agree," or “very much a problem.” 
While the item got the lowest mean was “The 
intelligence cycle is often disrupted by high 
personnel turnover, affecting continuity and 
operational readiness,” with a mean of 3.23 
which was verbally described as "agree," or 
“much a problem at all.” The findings imply that 
budget and resource limits are the biggest in-
telligence cycle procedural obstacles, whereas 
personnel turnover is less critical. Reduced 
budget constraints may enhance Army  

Legend 
3.25 - 4.00 Strongly Agree (Very much a problem) 
2.50 - 3.24 Agree (Much as problem) 
1.75 - 2.49 Disagree (Not a problem) 
1.00 - 1.74 Strongly Disagree (Not a problem at all) 
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intelligence collection and analysis, boosting 
operational preparedness and continuity. 

Key conclusions suggest that operational is-
sues like limited finances and resources hinder 
intelligence effectiveness. According to the lit-
erature, intelligence operations need enough 
funding and resources. It believes insufficient 
funding inhibits intelligence agencies from in-
vesting in key technology and personnel, di-
minishing operational effectiveness. They say 
resource limitations may hinder information 
collecting and analysis (Ylonen & Aven, 2023). 
Walker (2020) found that succession planning 
and training may offset the effects of staff turn-
over on intelligence operations. Jones and 
Wang (2020) report that operational resources 
typically fall short of intelligence operations' 
rising needs, compromising technology acqui-
sition, people training, and data processing. It 

further claims that intelligence units lack re-
sources to maintain operational preparedness 
and acquire credible data, resulting in intelli-
gence coverage gaps. Smith and Lopez (2019) 
discovered that intelligence agencies' failure to 
communicate timely and relevant information 
causes operational inefficiencies and lost deci-
sion-making chances. Lack of coordinated 
agency communication networks hinders ac-
tivities, affecting national security. 

 
4. Strategies and Measures can be proposed 

to enhance the effectiveness and resili-
ence of the Intelligence Cycle Process 
within the Philippine Army 
Numerous ways to enhance the Philippine 

Army's Intelligence Cycle Process may be sug-
gested based on critical findings concerning its 
components, effectiveness, and limits.

  
Title Description Duration Expected Outcomes 

Modernization and 
Training Initiative 

Conduct specialized train-
ing workshops on intelli-
gence gathering, analysis, 
and emerging technolo-
gies 

Quarterly sessions 
for one year 

Improved readiness and 
proficiency in using 
modern intelligence 
tools and technologies. 

Deployment Coordi-
nation System 

Establish a centralized co-
ordination hub to oversee 
deployment strategies 
and validate operational 
alignment with unit capa-
bilities. 

Year Round Improved mission suc-
cess and resource alloca-
tion. 

Feedback and 
Knowledge Sharing 
Mechanism 

Introduce a formalized 
system for documenting 
and sharing lessons 
learned from previous op-
erations. Conduct annual 
workshops to disseminate 
best practices. 

Quarterly Enhanced agility and 
adaptability through 
shared experiences and 
best practices. 

Resource Mobiliza-
tion and Partnership 
Program 

Secure additional funding 
and resources by partner-
ing with government 
agencies, NGOs, and pri-
vate organizations. 

Semi-annually Enhanced resource 
availability, strength-
ened partnerships, and 
improved funding capa-
bilities to sustain critical 
intelligence operations. 

Retention and Pro-
fessional Growth 
Plan 

Offer career development 
pathways, including pro-
motions, advanced educa-
tion opportunities, and 

Year Round Enhanced staff satisfac-
tion and retention rates. 
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Title Description Duration Expected Outcomes 
improved living condi-
tions for intelligence per-
sonnel. 

Evaluation and Per-
formance Monitor-
ing System 

Develop a digital dash-
board to monitor and 
evaluate the efficiency of 
intelligence operations. 

Year round Real-time performance 
insights, bottleneck 
identification, and data-
driven decision-making 
to optimize intelligence 
operations. 

 
Conclusion 

The intelligence cycle components utilized 
by the Philippine Army include successful inte-
gration into planning and programming 
through the CMO Support Plan, Program Objec-
tive Memorandum, and Annual Plans, aligning 
with strategic goals. In execution, intelligence 
enhances unit readiness and adaptability, par-
ticularly for Civil-Military Operations (CMO) in-
itiatives. Regular performance evaluations en-
sure intelligence operations remain current 
and actionable, improving coordination, valida-
tion efforts, and overall mission effectiveness. 
The intelligence cycle demonstrates significant 
effectiveness in improving planning, resource 
allocation, and operational execution. Real-
time updates and adaptability enable units to 
address hazards and seize opportunities effec-
tively. The intelligence cycle faces inherent 
flaws, weaknesses, and operational risks due to 
resource constraints, including limited finan-
cial resources, a lack of personnel trained in in-
telligence operations, and insufficient tools for 
data collection, processing, and dissemination. 
These limitations pose significant operational 
risks, affecting the accuracy, timeliness, and re-
sponsiveness of the intelligence cycle, poten-
tially compromising its overall effectiveness. 
Despite the current effectiveness of the intelli-
gence process, there is a need to propose strat-
egies to address identified weaknesses. These 
include allocating resources for training, tools, 
and infrastructure; strengthening feedback 
loops and adaptive learning to enhance flexibil-
ity; promoting the sharing of lessons learned 
across units for continuous improvement; and 
focusing on unit-specific coordination to im-
prove mission alignment and success. These 
measures will ultimately enhance the overall 

effectiveness and resilience of the intelligence 
cycle. 

 
Recommendations 

Intelligence Cycle Components and Effec-
tiveness. The Philippine Army has successfully 
integrated intelligence into planning and pro-
gramming through the CMO Support Plan, Pro-
gram Objective Memorandum, and Annual 
Plans, aligning with strategic goals. In execu-
tion, intelligence significantly enhances unit 
readiness and adaptability, particularly for 
Civil-Military Operations (CMO) initiatives. 
Regular performance evaluations ensure that 
intelligence operations remain current and ac-
tionable, improving coordination, validation ef-
forts, and overall mission effectiveness. 

Effectiveness in Planning, Resource Alloca-
tion, and Execution. The Philippine Army may 
continue to prioritize the integration of intelli-
gence into strategic planning and execution, en-
suring continuous improvement in adaptability 
and mission effectiveness. Strengthening inter-
unit feedback and enhancing coordination 
across divisions will further improve opera-
tional responsiveness and intelligence utiliza-
tion. 

Resource Constraints and Operational 
Risks. The Philippine Army may address re-
source constraints by prioritizing investment 
in intelligence infrastructure, training, and ad-
vanced tools for data collection and analysis. 
Allocating sufficient resources for personnel 
training and equipping the units with updated 
technologies will enhance the accuracy and re-
sponsiveness of intelligence operations, miti-
gating the risks posed by current limitations.  

Proposed Strategies for Improvement: To 
address these weaknesses, the following strat-
egies are proposed: 
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• Philippine Army. The Army may prioritize 
intelligence infrastructure resource alloca-
tion and specialized training to fill talent 
gaps. Improved feedback mechanisms and 
enhanced inter-unit collaboration may 
strengthen intelligence cycles, mission 
alignment, and operational responsiveness. 

• National Intelligence Coordinating Agency 
(NICA). NICA can enhance intelligence oper-
ations coordination by adopting real-time 
data-sharing regulations with the Army and 
other military divisions. Joint training ef-
forts will foster greater understanding and 
cooperation, improving national intelli-
gence capabilities and readiness to tackle 
security challenges. 

• Department of National Defense (DND). The 
DND may allocate increased budgets for 
data analytics, cyber intelligence, and geo-
spatial intelligence, enabling the Army to act 
on real-time data more accurately and 
swiftly. Furthermore, DND may focus on de-
veloping intelligence growth and training 
strategies to ensure the Army is prepared 
for complex threats. 

• Foreign Intelligence Agencies. International 
intelligence cooperation is essential for ad-
dressing global security challenges. By shar-
ing threat data and organizing joint training 
exercises, foreign intelligence agencies can 
help the Philippines improve its intelligence 
readiness, flexibility, and responsiveness to 
issues like terrorism, cybercrime, and re-
gional instability. 

• Academic Institutions. Collaborations with 
academic institutions can further develop 
intelligence professionals by conducting re-
search on intelligence methodologies and 
cybersecurity. Partnerships with the Army 
for internships, applied research, and cap-
stone projects may provide students with 
real-world experience, while offering the 
Army fresh insights and innovative solu-
tions. 
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